Paper Topics:

Hardware/Peripherals

A maximum of 2 people can sign up for any topic.  All papers are individual.
Hardware Device Topics:  Leading Edge*:
Smart Devices
Personal Mobile Device or Smartphone: Modular smartphones*: S1: Kelsey J, Emily D
Self-driving cars*:  S1: Bryan P, Tim A.; S2: Hanh L
Car-car communication*: S1: Michael B
Wearable computers*: S2: Kyle Z
Digital Camera: S1: Brandon J
Robots
Personal Robots, humanoid, Pepper, PR2, Roomba*: S1: Tessa S; S2: Alex B
Personal drone, aerial robot, Selfie bot*: S1: Branden W, Ryan B; S2: Duncan ML
Military drone: S2: Max R
Networks
5th Generation (5G) cellular, 3 GHz transmissions*: S1: Christian M; S2: Ryan L, Kyong C
LI-FI: Visible light communications*: S1: Tony A.; S2: Dominique T
Processors
Quantum Computing, neural chips*: S1: Elijah B; S2: Daniel K
Optical transistor*: S2: Josh Olufs
Supercomputer: Exascale or exaflop computer*: S2: Mitchell Meerman
Distributed Processing (Massive): S2: Matt M
GPU: S1: Josh W, Phil S.; S2: Curtis
LISP machines:  S2: Vincent B, Michael K
Multicore – Intel: S1: Jeremiah VO
MIT Prosthetic limbs: S1: Alex H, Matt M; S2: Ceilidh F
Memory
Memristor*:

3D Memory*:

RAID: 

SRAM: 
DRAM: 
Peripherals
3D printers: S1: Dakota D; S2: Stephen C
Video monitors: 
Printers/Scanners:

Do not Select from this category: Busses:

USB Bus:
QPI or FireWire Bus: 
Serial Advanced Technology Attachment (SATA) or Parallel ATA:
SCSI Bus: 
PCI or PCIe Bus:  
Engineering Languages:

Verilog:

VHDL:  
Digital Signal Processors (DSP): 
RFID: S2: Alex L
Other?

Hardware Security Topics

No more than 2 per topic per section.
Electromagnetic attacks (Ocean’s Eleven): S1: Elijah B; S2: Ceilidh F
Eye biometric scanners: S1: Michael B; S2: Duncan ML
Finger, hand or signature biometric scanners: S1: Jeremiah VO, Tim A. S2: Hanh L
Facial Biometrics: S1: Huiying L; 
Hardware Trojans, counterfeit ICs, trusted chips: S2: Alex L
Encryption devices: S1: Branden W; S2: Vincent B
Encrypted disks:  S1: Alex H; S2: Daniel K, Dominique T
Smart cards with processor/RFID: S1: Huiying L
ATM Skimmers/Keyboard interceptors: S1: Josh W; S2: Mitchell M
Security emanations or Side channel attack: S1: Christian M
Reliability analysis: 
Disk emanations/Degaussing/Secure Wipe:  S1: Matt M, Dakota D; S2: Matt M
Unified Threat Management, Firewall (hardware): 
Intrusion Prevention System (hardware): S2: Max R
Network security: fiber versus cable versus radio: S1: Phil S
Smart home or smart device security: S1: Ryan B; S2: Stephen C
Security paper (e.g., for checks): S1: Tony A, Emily D
Energy Efficiency Topics

No more than 2 per topic per section
Data center efficiency: 
Air conditioning/air flow: S2: Michael K
Economizers: S1: Brandon J
Power systems:

Computer efficiency

Circuit or transistor efficiency: 
Network efficiency
Wired (cable/optical) efficiency: S2: Curtis, Ryan L
Wireless efficiency: S1: Tessa S
Power systems
Smart grid: 
Personal Power Plant: 
Smart home: S2: Alex B
Smart appliances:
Green IT lifecycle (procurement, disposal): 
Energy systems 
Solar panels: S1: Kelsey J; S2: Kyong C
Home panels: 
Big Solar: 
Windmill: S1: Bryan P; S2: Kyle Z
Battery Technology: S2 Josh O
